**2022.08至今 xxxx有限公司 安服经理/IT服务**

**项目统筹：**负责安全服无项目的前期沟通并带领团队成员实施整个项目，积极与项目组成员、业务部门员工及公司领导进行沟通，及时跟进系统的发版更新迭代情况，负责带队现场参加重保/HW等项目；

**开发维护：**负责公司系统/客户系统的WEB/APP/小程序的安装调试及维护，并且解决其运行过程中各种技术问题，修复使用过程中的漏洞，提升网络性能；

**需求调研：**多次对项目进行实地需求调研，与各级业务部门负责人员仔细沟通业务流程，梳理项目需求文档，与业务部门负责人进行需求确认；

**常规工作：**负责客户信息资产梳理，主机漏洞的扫描，基线检查等。

**2022.02至2022.08 xxxx有限公司 安全交付经理/网络/信息安全**

**项目对接：**负责厂商和客户之间的项目对接，把握客户需求，参与项目需求调研、需求分析，解决项目中的各种难点，合理安排资源及风险管控以及相关安全建设规划的制定与开展；

**项目执行：**负责安服项目的前期沟通以及跟进相关进度实施，管理和监控项目的范围、进度、成本、质量，保证项目目标的达成；

**培训赋能：**负责组织HW/重保项目的实施，并整合专业知识，根据工作相关经验负责制定培训计划，定期组织相关人员的培训；

**账号运营：**负责公司相关经营策略的制定，运营公司自营公众号、社群，为公司梳理良好的品牌形象，并实时追踪漏洞安全，做到有问题及时修复。

**2021.06至2022.02 xxxx有限公司 网络/信息安全员**

**客户对接：**负责公司对接客户单位联系人，实时跟进测评进度，根据整体进度，合理提出整改意见，在合作初期，负责对客户机房的维护，配合检查安全设备的安装等；

**问题修复：**负责对客户单位资产进行漏洞扫描，漏洞挖掘，漏洞验证，漏洞修复等，建立定期巡检制度，发现问题及时追踪，及时跟进，及时解决。

**工作经历**

**个人背景：**具有两年工作经验，愿意从事网络安全等相关工作，能适应出差，愿意服从公司的工作安排；

**工作态度：**具备较强责任心与原则性，追求事务的具体与明确，做事严谨有条理及规划性，以结果为导向合理安排工作计划，拥有极强的敬业精神，能接受高压强度工作；

**团队协作：**具备良好的沟通能力、语言表达能力，团队意识强，懂得换位思考，思路清晰，考虑问题细致，可以在最短的时间内和任何对象进行有效沟通，维持与各类合作伙伴良好的合作关系。

**自我评价**

电 话：132xxxx325

邮 箱：xxx

出生年月：2001.01.19

住 址：xxx

求职意向：安全服务/渗透测试/安服经理

**XXX**

个人简历

熟悉安全测试流程，完成过大型信息安全项目渗透实施

熟悉 SQL 注入、XSS、XXE、越权等常见的 Web 安全漏洞原理、危害、利用方式、测试方法

熟练 Burp Suite、SqlMap、Nmap、AWVS、MSF 等使用常见的安全工具使用

熟悉应急响应流程，溯源反制，有护网和安全事件处理经验。

熟悉使用 linux 操作系统中的相关命令

熟悉 php、python、go 等语言基础语法

熟悉 MySQL 数据库增删改查等基础操作

了解内网渗透，域渗透，黄金票据白银票据，能过利用相关提权漏洞

了解态势感知，AF，ips，防火墙等安全设备的使用

熟悉各种办公软件，具有良好的文档编写功底，有报告编写经验

**2022.08至今 某运营商安服 安服经理**

**项目描述：**该项目主要为智网五大研发中心提供安全准入的安全检测( 资产梳理/渗透测试/基线检查/主机扫描)，在此期间组织参加客户单位的攻防演练，国护，重保等项目，以及配合产品经理拓展市场，与客户沟通对接相关事宜。

**2022.02至2022.08 某甲方客户国家级HW项目 安全交付经理**

**项目描述：**该项目主要以输出相关报告为结果导向，在项目前期制定相关HW规划，项目实施的开展，中后期

组织网前准备阶段/模拟演练阶段/现场保障阶段工作，最终输出专业报告，总结项目。

**2022.02至2022.08 某省级运营运营商容器安全建设项目 安全交付经理**

**项目描述：**项目主要提供厂商的安全产品以及解决方案，在此期间，深度分析客户痛点，跟进项目进度实施，配合领导制定相关安全建设方案，顺利对接厂商与客户，厂商工作人员成功如现场实施。

**2021.11至2022.02 xxx机房维护 网络安全工程师**

**项目描述：**配合安装 waf，广播，信号传输等设备，对终端系统进行漏洞扫描，提出修复建议，配合机房维护，各种传输线的连接检查。

**2021.06至2011.11 某医院/学校事业型单位等保测评项目 渗透测试工程师**

**项目描述：**该项目主要参与等保定级，处理相应安全事件，差距分析相关安全设备，漏扫渗透，主机安全扫描，制定整改建议，编写等保测评报告，该项目最终成功处理挖矿/勒索/宏病毒事件。

**2021.05 2021HW行动 蓝队：分析研判**

**项目描述：**该项目主要处理分析研判发生的监控告警事件，处理分析异常的流量及日志，此外，本人海负责了技战法 、溯源报告的编写。

**2020.05 2020HW行动 蓝队：监测值守**

**项目描述：**该项目主要负责流量的检测、分析及问题修复，前期使用天眼等设备进行流量分析，中期对异常的流量进行分析溯源，汇总作好记录给相关人员，后期对设备进行日常补丁升级，升级病毒规则库，实时检测客户相关资产。

**专业技能**

**项目经历**

**2018.09至2022.06 xxxx学院 信息对抗与管理（本科）**

**主修课程：**信息对抗系统分析与设计、信息对抗策略、计算机网络、网络协议、WEB前端、WEB安全、C++、网络对抗技术、计算机软硬件对抗技术等。

**校园经历：**

担任系CTF工作室社团负责人：配合带队老师组织校内ctf比赛，搭建靶场组织新生学习培训 ；

担任校企合作单位众测项目负责人：负责众测平台的运营，组建挖洞团队，跟进项目的进度 。

**教育经历**

个人简历

个人简历